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1. Общие положения
   1. Настоящая Политика (далее - Политика) определяет цели обработки персональных данных, перечни субъектов и персональных данных, обрабатываемых в БЛАГОТВОРИТЕЛЬНОМ ФОНДЕ "ФОНД ПОДДЕРЖКИ ХРИСТИАНСКОЙ КУЛЬТУРЫ, НАУКИ И ОБРАЗОВАНИЯ" (далее - Фонд), права субъектов персональных данных, перечень действий с персональными данными и способы их обработки, а также меры по обеспечению безопасности персональных данных при их обработке.
   2. Фонд, являясь оператором персональных данных, самостоятельно и совместно с другими лицами организует и осуществляет обработку персональных данных, а также определяет цели обработки персональных данных, состав данных, а также определяет цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными.
   3. Основные понятия

Персональные данные - любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных);

* обработка персональных данных - любое действие (операция) или совокупность действий (операций) с персональными данными, совершаемых с использованием средств автоматизации или без их использования.
* автоматизированная обработка персональных данных - обработка персональных данных с помощью средств вычислительной техники;
* неавтоматизированная обработка персональных данных - такие действия с персональными данными, как использование, уточнение, распространение, уничтожение персональных данных в отношении каждого из субъектов персональных данных, осуществляемые при непосредственном участии человека;
* распространение персональных данных - действия, направленные на раскрытие персональных данных неопределенному кругу лиц;
* предоставление персональных данных - действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц;
* блокирование персональных данных - временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для
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уточнения персональных данных);

* уничтожение персональных данных - действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных;
* обезличивание персональных данных - действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных;
* информационная система персональная данных - совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств.

1. Правовые основания обработки персональных данных
   1. Трудовой кодекс Российской Федерации;
   2. Постановление Правительства Российской Федерации от 01.11.2012 № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных»;
   3. Постановление Правительства Российской Федерации от 15.09.2008 № 687 «Об утверждении Положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации»;
   4. Приказ ФСТЭК России от 18.02.2013 № 21 «Об утверждении состава организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных»;
   5. иные нормативные правовые акты Российской Федерации и нормативные документы уполномоченных органов государственной власти.
   6. Устав Фонда;
   7. Согласие на обработку персональных данных.
2. Цели обработки персональных данных
   1. Фонд обрабатывает персональные данные в целях обеспечения всех видов уставной деятельности Фонда, а именно:

* в соответствии с трудовым законодательством;
* в связи с заключением договоров о благотворительной деятельности добровольца, договоров пожертвования, других договоров, стороной которого является субъект персональных данных с учетом условий, указанных в п.3.2 настоящего договора;
* в связи с осуществлением бизнес-процессов Фонда в конкретных информационных системах персональных данных с учетом условий, указанных в п.3.2 настоящего договора;
* в связи с исполнением законодательства, регламентирующего деятельность Фонда, с учетом условий, указанных в п.3.3 настоящего договора.
  1. Персональные данные, полученные Фондом, не распространяются, а также не предоставляются третьим лицам без согласия субъекта персональных данных, и используются Фондом исключительно для заключения договоров с субъектами персональных данных и их исполнения.
  2. Персональные данные обрабатываются без использования средств автоматизации в соответствии с федеральными законами или иными нормативными правовыми актами Российской Федерации, устанавливающими требования к обеспечению безопасности персональных данных при их обработке и к соблюдению прав субъектов персональных данных.
  3. Обработка персональных данных ограничивается достижением целей, указанных в п.3.1 настоящего договора. Обработка персональных данных, несовместимая с целями, указанными в п.3.1 настоящего договора, не допускается.

1. Перечень субъектов, персональные данные которых обрабатываются в  
   Фонде
   1. В Фонде обрабатываются персональные данные следующих категорий субъектов:

* работники Фонда, бывшие работники Фонда, кандидаты на замещение вакантных должностей, а также родственники работников;
* клиенты и контрагенты Фонда (физические лица);
* представители / работники клиентов и контрагентов Фонда (юридических лиц);
* члены органов управления Фонда.

1. Права субъектов персональных данных
   1. Субъекты персональных данных имеют право:

* получать информацию, касающуюся обработки его персональных данных;
* требовать от Фонда уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки;
* принимать предусмотренные законом меры по защите своих прав;
* осуществлять отзыв согласия на обработку персональных данных;
* обжаловать действия или бездействия Фонда, осуществляемые с нарушением требований законодательства Российской Федерации в области персональных данных, в уполномоченный орган по защите прав субъектов персональных данных или в суд;
* осуществлять иные права, предусмотренные законодательством Российской Федерации.

1. Перечень персональных данных, обрабатываемых в Фонде
   1. Перечень персональных данных, обрабатываемых в Фонде, определяется в соответствии с законодательством Российской Федерации и локальными нормативными актами Фонда с учетом целей обработки персональных данных, указанных в разделе

6.2 Политики.

Обработка специальных категорий персональных данных, касающихся расовой, национальной принадлежности, политических взглядов, интимной жизни в Фонде не осуществляется.

1. Конфиденциальность персональных данных
   1. Фонд и иные лица, получившие доступ к персональным данным, обязаны не раскрывать третьим лицам и не распространять персональные данные без согласия субъекта персональных данных, если иное не предусмотрено федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных».
2. Перечень действии с персональными данными и способы их обработки
   1. Фонд осуществляет сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление и уничтожение персональных данных.
   2. Обработка персональных данных в Фонде осуществляется следующими способами:

* неавтоматизированная обработка персональных данных;
* автоматизированная обработка персональных данных с передачей полученной информации по информационно-телекоммуникационным сетям или без таковой;
* смешанная обработка персональных данных.
  1. В случае подтверждения факта неточности персональных данных или неправомерности их обработки, персональные данные подлежат их актуализации Фондом, а обработка должна быть прекращена, соответственно.
  2. Хранение персональных данных осуществляются в форме, позволяющей определить субъекта персональных данных не дольше, чем этого требуют цели обработки персональных данных, кроме случаев, когда срок хранения персональных данных не установлен федеральным законом или договором, стороной которого является субъект персональных данных.

Сроки хранения персональных данных устанавливаются локальным нормативным актом Фонда.

При осуществлении хранения персональных данных Фонд использует базы данных, находящиеся на территории Российской Федерации, в соответствии с частью 5 статьи 18 Федерального закона «О персональных данных».

* 1. При достижении целей обработки персональных данных, а также в случае отзыва субъектом персональных данных согласия на их обработку персональные данные подлежат уничтожению, если иное не предусмотрено договором, стороной которого является субъект персональных данных.
  2. В случае необходимости взаимодействия с третьими лицами в рамках достижения целей обработки персональных данных субъектов Фонд вправе поручить обработку персональных данных другому лицу с согласия субъекта персональных данных на основании заключаемого с этим лицом договора.
  3. В целях информационного обеспечения Фонд может создавать общедоступные источники, в которые с письменного согласия субъекта персональных данных, если иное не предусмотрено законодательством Российской Федерации, могут включаться его персональные данные.
  4. Фонд вправе передавать персональные данные органам дознания и следствия, иным уполномоченным органам по основаниям, предусмотренным

действующим законодательством Российской Федерации.

1. Меры по обеспечению безопасности персональных данных при их обработке
   1. Фонд при обработке персональных данных принимает необходимые правовые, организационные и технические меры или обеспечивает их принятие для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных.
   2. Обеспечение безопасности персональных данных достигается, в частности:
2. определением угроз безопасности персональных данных при их обработке в информационных системах персональных данных;
3. применением организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах данных, необходимых для выполнения требований к защите персональных данных, исполнение которых обеспечивает установленные Правительством Российской Федерации уровни защищенности персональных данных;
4. применением прошедших в установленном порядке процедуру оценки соответствия средств защиты информации;
5. оценкой эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;
6. учетом машинных носителей персональных данных;
7. обнаружением фактов несанкционированного доступа к персональным данным и принятием мер;
8. восстановлением персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;
9. установлением правил доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечением регистрации и учета всех действий, совершаемых с персональными данными в информационной системе персональных данных;
10. контролем за принимаемыми мерами по обеспечению безопасности
    1. При сборе персональных данных, в том числе посредством информационно­телекоммуникационной сети «Интернет», Фонд обязан обеспечить запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение персональных данных граждан Российской Федерации с использованием баз данных, находящихся на территории Российской Федерации.